
 Policie České republiky – KŘP Královéhradeckého kraje 

Kyberlumpové loví oběti: nepodlehněte nátlaku 

Stále více případů i v Královéhradeckém kraji  

Policie ČR varuje před rostoucí vlnou podvodů, při nichž se pachatelé vydávají za policisty, pracovníky 

bank nebo jiné autority. V posledních měsících evidujeme výrazný nárůst této trestné činnosti – jen v 

Královéhradeckém kraji vzrostl ve srovnatelném období počet případů trestných činů oproti loňsku 

o 55 %. V celkovém počtu nápadu trestné činnosti pak podvody tohoto typu tvoří v našem kraji téměř 

20 %. Oběťmi nejsou pouze senioři, ale lidé napříč věkovými kategoriemi, s různým vzděláním i 

sociálním postavením.  

Z tohoto důvodu v těchto dnech oslovujeme představitele obcí v Královéhradeckém kraji s prosbou 

o šíření preventivních podpůrných materiálů dle svého uvážení cestou webových stránek obcí či 

měst, obecním rozhlasem či na sociálních sítích nebo otištěním v obecním zpravodaji. 

Role představitele obce je v prevenci těchto trestných činů významná. Věříme, že společným úsilím 

dokážeme zvýšit bezpečí obyvatel a předejít dalším ztrátám, které mohou mít dlouhodobé finanční 

či dokonce psychické následky. 

Jak podvodníci postupují? 

Zavolají s vymyšlenou historkou, že váš bankovní účet byl napaden a je nutné převést nebo vybrat 

peníze. To je naprostý nesmysl – ani banka, ani policie vás nikdy nebude žádat o manipulaci s 

penězi. Naopak, banka se snaží podezřelým převodům zabránit. Dále v zaslané SMS zprávě budoucí 

oběti pachatel tvrdí, že je jejím příbuzným (často synem či dcerou) a z důvodu poškození mobilu se 

ozývá z jiného čísla a potřebuje finanční pomoc, protože se nachází v nouzi. Legend, které pachatelé 

používají, je více.  

Podvodníci často vyvíjejí silný psychický nátlak, přesvědčují vás k převodu peněz na „bezpečný účet“ 

nebo k předání kurýrovi. Aby působili důvěryhodně, posílají například fotky falešných průkazů či různá 

potvrzení ČNB. 

Ani policie, ani banka s vámi nikdy nebude komunikovat tímto způsobem! 

Tyto útoky mívají vážné následky – oběti často přicházejí o celoživotní úspory, někdy jsou dokonce 

donuceny vzít si úvěr. 

Jak se chránit? 

• Ověřujte si, s kým komunikujete – ať už jde o banku, úřad nebo známého či o blízkého 

příbuzného. 

• Nikdy nevíte, kdo je u telefonního sluchátka... 

• Pokud máte pochybnosti, okamžitě kontaktujte svou banku nebo Policii ČR na lince 158. 

Pomozte nám šířit tyto informace – mohou ochránit vaše blízké před ztrátou úspor i souvisejícím 

psychickým stresem. Za tímto účelem je níže ke stažení video, ale také audio k dalšímu sdílení. 

Děkujeme za to, že nám pomůžete ochránit další potenciální oběti. mjr. Magdaléna Vlčková 

  


